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SECURE WIRELESS NETWORK 
INDUSTRY – BFSI 

 
  

Introduction 

Organization’s IT teams are constantly challenged to track, locate and neutralize wireless threats due to rapid 

proliferation of mobile devices within and outside, and demonstrate strong compliance. 

The customer, one of India’s leading financial services group with operations that span more than 40 different line of 

businesses and subsidiaries. With growing business opportunities, customer started expanding in both work force as 

well as offices at multiple locations and wanted to deploy Wi-Fi for enhancing mobility of users. Like all organizations 

they too faced challenges managing security and access to their wireless network. They needed to guard against 

unauthorized use of Mobile Hotspots, Rogue Access Points and prevent illegal access to corporate Wi-Fi network. 

 

KEY CHALLENGES  

 

 Unauthorized use of Mobile 

Hotspots 

 Rogue Access Points 

 Allow access to only authorized 

devices and users 

 Seamless mobility over Wi-Fi 

network 

 

 

SOLUTION FEATURES  

 

 Granular Access Control based on 

device fingerprinting 

 Controller Less Architecture 

 Comprehensive vendor agnostic 

RF Visibility and Control 

 Prevent authorized systems from 

connecting to personal Hotspots 

 Comprehensive compliance 

reporting 

 

 

 

 

 

 

 

DOYEN’s Solution 

As a reliable partner to the Company for several years, DOYEN had 

implemented many security measures in the past. Building on the past 

experience, the Company asked to study the current setup, challenges and 

expectations, and recommend a solution.  

DOYEN chose Mojo Networks as a Secured Wireless Network solution for 

them. It implemented Mojo Wi-Fi and Mojo Wireless Intrusion Prevention 

(WIPS) to help customer achieve hi-speed Wi-Fi with enhanced access 

control to their network. 

Further, the solution provided granular access control based on device 

fingerprinting, behavioral analysis of AP’s and end user devices and in-depth 

reporting 

The solution today helps customer provide and manage secure Wi-Fi access 

to its 3000+ employees across the country.  

 

Outcomes and Benefits 

The solution provided customer with seamless mobility with a robust and 

secure Wi-Fi network. Intuitive management console made it very easy to 

provision new mobile devices for Wi-Fi connectivity at the same preventing 

the authorized devices from connecting to rogue Wi-Fi devices and networks.  

 

 

 

 

 

 

To learn how we can help write to us at info@doyeninfosolutions.com  
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